Abacode is a next-generation Managed Cybersecurity & Compliance Provider. Leveraging a unified platform, Abacode combines leading technologies and professional services to implement holistic, framework-based Cybersecurity programs for clients throughout the world. Our unique model enables organizations to make objective and reasoned security investments based on their business needs, budget, and risk tolerance.

Roles and Responsibilities
Job Description:
Security Operation Center (SOC) Analysts contribute to the protection of client assets and information by monitoring security events and responding to incidents.

Responsibilities:
Utilize IDSs and SIEMs to monitor networks and systems
Identify, analyze, and respond to security incidents as they occur
Research security events and incidents to provide details and recommendations
Follow standard operating procedures to perform internal and external escalations
Other tasks and responsibilities as assigned (may include system build and maintenance)

Education and Qualifications
Working toward a degree in Computer Science, or already graduated. Must be a U.S. citizen.

Basic knowledge of the following content areas is preferred:
IP addresses and subnetting
Common ports and services
IPv4 and IPv6 basic packet structure
HTTP methods (GET and POST)
DNS resolution
SSL / TLS and certificates
Common malware strategies (recon, exploit, callback)
Tactics and techniques used by adversaries to target an organization's data and systems

How to Apply
Please submit resumes to either:
robert.lubin@abacode.com
rolando.torres@abacode.com.