OVERVIEW

At Honeywell, our people are driven by a desire to contribute, be challenged and grow. Our people make Honeywell a special company and are a key competitive advantage. Honeywell is a Fortune 100 company that invents and manufactures technologies to address some of the world’s toughest challenges linked to global macrotrends such as energy efficiency, clean energy generation, safety and security, globalization and customer productivity. With approximately 132,000 employees worldwide, including more than 22,000 engineers and scientists, we have an unrelenting focus on performance, quality, delivery, value and technology in everything we make and do.

Honeywell’s Federal Manufacturing & Technologies business manufactures sophisticated mechanical, electronic and engineered-material components for our nation's defense system. Honeywell manages the U. S. Department of Energy’s Kansas City National Security Campus in Missouri and New Mexico, where we research, develop and deploy some of the most advanced design and manufacturing technologies in use in the United States today. Honeywell is on the leading edge of supplying engineering and manufacturing expertise for our nation's defense and national security.

Roles and Responsibilities
As a Cyber Security team member, provides security guidance and expertise and performs and coordinates design, development, maintenance and quality control functions on complex computer security projects and systems. Develops solutions to business operations computer security problems by applying information systems security technology. Familiarization with all cybersecurity requirements and policies and interacting with NNSA, DOE HQTS, and other leadership.

Responsibilities:

Develops security policy to comply with security requirements as defined by the customer.
Evaluates security requirements and conducts feasibility studies to examine software requirements, administration costs, information flow, etc.
Analyzes, designs, tests, implements, and maintains moderately complex computing security systems including hardware, software, data bases, networks, and/or telecommunication for PCs, workstations, minicomputers, microprocessors, or mainframes.
Plans and schedules computer security project activities and monitors and reports project progress while maintaining project and computer security documentation.
Works with clients to implement system security measures, assists with computer security plans and documentation and provides technical guidance and training.
Performs installation, functional and performance testing, maintenance, and modification of vendor supplied hardware, software, DBMS, network and telecommunication computer security products.
Resolves routine computer security problems and coordinates the resolution of more complex computer security issues.
Demonstrates knowledge about computer security applications software and is able to train clients and assist them in resolving computer security problems.
Evaluates and makes recommendations regarding technological advances that improve computing system security, reduce flow time, and enhance operational surety.

Education and Qualifications
You Must Have:

Bachelor's degree in Information Systems, Computer Science, Computer Engineering, Engineering, Cyber Security or an equivalent combination of formal education and experience appropriate for the assigned duties.
2 years of experience working in a cyber security environment.
Must be a US Citizen and capable of obtaining & maintaining appropriate government security clearance.

Preferred Skills
We Value:
Advanced degree
Excellent written and oral communication skills to effectively communicate with all levels of management and employees.
Knowledge of common software applications as well as computer security applications such as Splunk, Programing (.Net, PowerShell, Windows API) and SIEM.
Proficient in .NET including unit testing and deployment
Cyber security analysis knowledge and/ or experience.
Demonstrated organizational and analytical skills with the ability to multi-task.
Familiarity with basic query syntax(s),
Knowledge of NIST special publications (FIPS 199, 200, 800-53, 800-37) and the certification and accreditation process.

How to Apply
Send resume and cover letter to Art Wegner at awegener@kcp.com  Resume and Cover letter should use phrases found in the posting.
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