INFORMATION SECURITY ENGINEER – ENTRY LEVEL/NEW COLLEGE GRAD

Posting ID: [Company Website: www.pringlio.com/job/1042]

Company: GAP

Work Location: San Francisco, CA

Position Type: Full-Time

Salary: N/A

College Major(s): Computer Science

College Level(s): Graduates

OVERVIEW

Gap Inc technology is the engine driving innovative retail, e-commerce, and global enterprise technology for Gap Inc.’s five renowned brands – Gap, Banana Republic, Old Navy, Athleta and INTERMIX. We’re looking for exceptional talent with fresh ideas, cutting-edge skills, and a passion for retail technology. As part of our team, you’ll be exposed to hands-on learning opportunities across all facets of the GapTech organization, working on high-profile, big-impact projects alongside the best technologists and leaders in the industry. Ready to get started?

What you get to do in your 1st job out of college:

The Information Security Engineer position works closely with infrastructure, application, and managed service provider teams to ensure the security posture of Gap’s global enterprise is maintained, including endpoint, network, server and border security.

• Assist in developing solutions to ensure existing and new systems and application deployments are appropriately secured to meet security policy and standards, and audit compliance requirements

• Identify security issues and risks associated with security events reported by L1 or L2 InfoSec teams, or via alerts from various security tools, and develop remediation and/or risk mitigation plans

• Participate in investigations of suspected information technology security misuse or compliance reviews as requested by Gap’s Security Council, InfoSec management, or as required when alerts are received from InfoSec threat monitoring tools

• Assist in responses to internal and external compliance audits, e-Discovery data collection, penetration tests and vulnerability assessments

• Coordinate maintenance of security-related systems (Anti-Virus, Patching, Intrusion Detection, Logging, Anti-spam, etc.)

What you need to know to be successful:

• Bachelor’s degree in computer science or related field, preferred

• 0-2 years’ experience and or working knowledge (through internships or projects) of any network and InfoSec components, including firewalls, intrusion detection systems, anti-malware products, e-Discovery and forensics tools and products, data encryption, VPN’s, vulnerability scanners, multiple operating systems (Windows, UNIX, Linux, etc.), and directory services (Active Directory, LDAP)

• Passion to learn or knowledge of information security risks and counter-measures for Windows and Unix/Linux platforms

• Demonstrate the strong communication skills required to discuss and present engineering principles and issues to both technical and non-technical business partners & write concise proposals and documentation

• The ability to provide support after normal business hours, as needed

Experience Preferred – Entry Level/New College Grad

How to Apply

Visit - https://www.pringlio.com/job/1042